
Board Briefing on Cybersecurity (half-day) 

Give your board the knowledge to lead the fight against cyber threats 

Course objectives  

It is imperative that the board not relegate the cybersecurity topic to the IT department. Directors 

need to take an active role in the organization’s cybersecurity or face the possibility of potential 

shareholder lawsuits, and even the possibility of being removed from the board. 

This half-day workshop looks at Cybersecurity from CEO’s and Board Director’s perspective; uses a 

participative approach; provides an introduction to Cybersecurity, its relationship with Corporate 

Governance and its relevance in developing and sustaining organizations in the private and public 

sector. 

Audience  

This training is ideal for Board Directors, Non-Executive Directors, CEOs, CIOs, and business leaders 

who seek guidance on Cybersecurity. 

Prerequis ite  

There are no prerequisites for this course.  

Duration  

This is a half-day Board Briefing on Cybersecurity seminar. The course starts at 09:30 and runs until 

12:30.  

Alternate timings can be arranged upon request. The course can be held on a date that suits you. 

Location  

Our Board Briefing on Cybersecurity seminar will be delivered Online Remotely using online 

training platforms. It can also be run at our training venue near Liverpool Street (London) or any 

preferred location in the UK or Europe. 

  



Board Briefing on Cybersecurity seminar  outline 

Understand the impacts of a security breach 

Identify and evaluate the safety of vital assets 

Understand cyber security requirements and regulations 

Recognize measures needed to protect assets from threats 

Develop a treatment plan for mitigating business risks 

Understand how cyber security fits into strategic plans and policies 
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